## **Лабораторная работа №8. Методы гаммирования**

**Цель работы:** Получить практические навыки по применению метода шифрования однократной случайной равновероятной гаммой – однократного гаммирования.

**Теоретические сведения**

**Шифрование методом гаммирования**

Под гаммированием понимают процесс наложения по определенному закону гаммы шифра на открытые данные. Гамма шифра - это псевдослучайная последовательность, выработанная по заданному алгоритму для зашифрования открытых данных и расшифрования зашифрованных данных.

Процесс зашифрования заключается в генерации гаммы шифра и наложении полученной гаммы на исходный открытый текст обратимым образом, например с использованием операции сложения по модулю 2.

Следует отметить, что перед зашифрованием открытые данные разбивают на блоки ![](data:image/x-wmf;base64,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) одинаковой длины, обычно по 64 бита. Гамма шифра вырабатывается в виде последовательности блоков![](data:image/x-wmf;base64,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) аналогичной длины.

Уравнение зашифрования можно записать в виде

![](data:image/x-wmf;base64,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)

где ![](data:image/x-wmf;base64,183GmgAAAAAAACACYAICCQAAAABTXgEACQAAA/UAAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCYAIgAhIAAAAmBg8AGgD/////AAAQAAAAwP///7f////gAQAAFwIAAAsAAAAmBg8ADABNYXRoVHlwZQAAYAAcAAAA+wIg/wAAAAAAAJABAQAAAAQCABBUaW1lcyBOZXcgUm9tYW4A2J/zd+Gf83cgIPV3mg1m9AQAAAAtAQAACAAAADIK9AA+AQEAAABpeRwAAAD7AiD/AAAAAAAAkAEBAADMBAIAEFRpbWVzIE5ldyBSb21hbgDYn/N34Z/zdyAg9XeaDWb0BAAAAC0BAQAEAAAA8AEAAAgAAAAyCgACIAEBAAAA+HkcAAAA+wKA/gAAAAAAAJABAQAAzAQCABBUaW1lcyBOZXcgUm9tYW4A2J/zd+Gf83cgIPV3mg1m9AQAAAAtAQAABAAAAPABAQAIAAAAMgqgASIAAQAAANJ5CgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAzAECAiJTeXN0ZW0A9JoNZvQAAAoAIQCKAQAAAAABAAAAvPMSAAQAAAAtAQEABAAAAPABAAADAAAAAAA=) - *i*-й блок шифртекста; ![](data:image/x-wmf;base64,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)- *i*-й блок гаммы шифра; ![](data:image/x-wmf;base64,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)- *i*-й блок открытого текста; *М* - количество блоков открытого текста.

Процесс расшифрования сводится к повторной генерации гаммы шифра и наложению этой гаммы на зашифрованные данные. Уравнение расшифрования имеет вид обратный вид.

Получаемый этим методом шифртекст достаточно труден для раскрытия, поскольку теперь ключ является переменным. По сути дела гамма шифра должна изменяться случайным образом для каждого шифруемого блока. Если период гаммы превышает длину всего шифруемого текста и злоумышленнику неизвестна никакая часть исходного текста, то такой шифр можно раскрыть только прямым перебором всех вариантов ключа. В этом случае криптостойкость шифра определяется длиной ключа.

**«Разоблачение» гаммирования.**

С точки зрения теории криптоанализа метод шифрования однократной случайной равновероятной гаммой той же длины, что и открытый текст, является невскрываемым (далее для краткости авторы будут употреблять термин «однократное гаммирование», держа в уме все вышесказанное). Обоснование, которое привел Шеннон, основываясь на введенном им же понятии информации, не дает возможности усомниться в этом - из-за равных априорных вероятностей криптоаналитик не может сказать о дешифровке, верна она или нет. Кроме того, даже раскрыв часть сообщения, дешифровщик не сможет хоть сколько-нибудь поправить положение - информация о вскрытом участке гаммы не дает информации об остальных ее частях.

Логично было бы предположить, что для организации канала конфиденциальной связи в открытых сетях следовало бы воспользоваться именно схемой шифрования однократного гаммирования. Ее преимущества вроде бы очевидны. Есть, правда, один весомый недостаток, который сразу бросается в глаза, - это необходимость иметь огромные объемы данных, которые можно было бы использовать в качестве гаммы. Для этих целей обычно пользуются датчиками настоящих случайных чисел (в западной литературе аналогичный термин носит название TrueRandomNumberGenerator или TRNG). Это уже аппаратные устройства, которые по запросу выдают набор случайных чисел, генерируя их с помощью очень большого количества физических параметров окружающей среды. Статистические характеристики таких наборов весьма близки к характеристикам "белого шума", что означает равновероятное появление каждого следующего числа в наборе. А это, в свою очередь, означает для нас действительно равновероятную гамму.

К сожалению, для того чтобы организовать конфиденциальный канал передачи данных, потребуется записать довольно большое количество этих данных и обменяться ими по секретному каналу. Уже одно это условие делает однократное гаммирование во многих случаях неприемлемым. В самом деле, зачем передавать что-то по открытому незащищенному каналу, когда есть возможность передать все это по секретному защищенному? И хотя на простой вопрос, является ли метод использования однократной случайной равновероятной гаммы стойким к взлому, существует положительный ответ, его использование может оказаться попросту невозможным.

Да и к тому же метод однократного гаммированиякриптостоек только в определенных, можно даже сказать, тепличных условиях. Что же касается общего случая, то все не так просто.

Показать слабости шифра однократного гаммирования можно, говоря наукообразно, с помощью примера или, что называется, "на пальцах". Представим следующую ситуацию.

Допустим, в тайной деловой переписке используется метод однократного наложения гаммы на открытый текст.

Чтобы дальнейшие рассуждения были как можно более понятны, рассмотрим следующее свойство шифротекста. Предположим, что мы знаем часть гаммы, которая была использована для шифрования текста «Приветствую, мой ненаглядный сосед!» в формате ASCII, кодировка WIN-1251.
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**Варианты заданий:**

1) Реализовать шифрование сообщения методом однократного гаммирования, используя блоки открытого текста длиной 32 бита и используя в алгоритме шифрования операцию сложения. (11)

2) Реализовать шифрование сообщения методом однократного гаммирования, используя блоки открытого текста длиной 32 бита и используя в алгоритме шифрования операцию исключающее или. (13)

3) Реализовать шифрование сообщения методом однократного гаммирования, используя блоки открытого текста длиной 32 бита и используя в алгоритме шифрования операцию умножения по модулю 2N, где за N взять число блоков открытого текста. (7)

4) Реализовать шифрование сообщения методом однократного гаммирования, используя блоки открытого текста длиной 48 бита и используя в алгоритме шифрования операцию сложения. (10)

5) Реализовать шифрование сообщения методом однократного гаммирования, используя блоки открытого текста длиной 48 бита и используя в алгоритме шифрования операцию исключающее или. (14)

6) Реализовать шифрование сообщения методом однократного гаммирования, используя блоки открытого текста длиной 48 бита и используя в алгоритме шифрования операцию умножения по модулю 2N, где за N взять число блоков открытого текста. (16)

7) Реализовать шифрование сообщения методом однократного гаммирования, используя блоки открытого текста длиной 64 бита и используя в алгоритме шифрования операцию сложения. (8)

8) Реализовать шифрование сообщения методом однократного гаммирования, используя блоки открытого текста длиной 64 бита и используя в алгоритме шифрования операцию исключающее или. (2)

9) Реализовать шифрование сообщения методом однократного гаммирования, используя блоки открытого текста длиной 64 бита и используя в алгоритме шифрования операцию умножения по модулю 2N, где за N взять число блоков открытого текста. (12)

10) Реализовать шифрование файла методом однократного гаммирования, используя блоки открытого текста длиной 32 бита и используя в алгоритме шифрования операцию сложения. (15)

11) Реализовать шифрование файла методом однократного гаммирования, используя блоки открытого текста длиной 32 бита и используя в алгоритме шифрования операцию исключающее или.

12) Реализовать шифрование файла методом однократного гаммирования, используя блоки открытого текста длиной 32 бита и используя в алгоритме шифрования операцию умножения по модулю 2N, где за N взять число блоков открытого текста. (3)

13) Реализовать шифрование файла методом однократного гаммирования, используя блоки открытого текста длиной 48 бита и используя в алгоритме шифрования операцию сложения. (5)

14) Реализовать шифрование файла методом однократного гаммирования, используя блоки открытого текста длиной 48 бита и используя в алгоритме шифрования операцию исключающее или. (17)

15) Реализовать шифрование файла методом однократного гаммирования, используя блоки открытого текста длиной 48 бита и используя в алгоритме шифрования операцию умножения по модулю 2N, где за N взять число блоков открытого текста. (9)

16) Реализовать шифрование файла методом однократного гаммирования, используя блоки открытого текста длиной 64 бита и используя в алгоритме шифрования операцию сложения. (4)

17) Реализовать шифрование файла методом однократного гаммирования, используя блоки открытого текста длиной 64 бита и используя в алгоритме шифрования операцию исключающее или. (6)

18) Реализовать шифрование файла методом однократного гаммирования, используя блоки открытого текста длиной 64 бита и используя в алгоритме шифрования операцию умножения по модулю 2N, где за N взять число блоков открытого текста. (1)